





Important Claims

Firstly, thank you for purchasing this product, before use, please read this manual carefully to avoid
the unnecessary damage! The company reminds you that the proper user will improve the use effect
and authentication speed.

Without the consent by our company, any unit or individual is not allowed to excerpt and copy the
content of this manual partially or thoroughly and spread the content in any formats.

The product being described in the manual perhaps includes the software whose copyrights are
shared by the licensors including our company. Except for the permission from the relevant holder,
any person cannot copy, distribute, revise, modify, extract, decompile, disassemble, decrypt, reverse
the engineering, lease, transfer, sub-license the software, or perform other acts of copyright
infringement, but the limitations applied to the law is excluded.

@ Due to the constant renewal of products, the company cannot undertake the actual product in
consistence with the information in the document, or any dispute caused by the difference
between the actual technical parameters and the information in this document. Please forgive
any change without notice.
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1. System Instruction

Security Management has increasing concerns for modern enterprises. This management system helps customers
to integrate operation of safety procedures on one platform. The system is divided into six modules, namely:
Personnel, Access, Elevator, Visitor Systems, Video Systems, Systems Management. Personnel System, Video System
and System Management modules are in the public section, respectively, while the access control and elevator
systems are in use.

L
¢, Powerful data processing capacity, allows management of data for 30,000 people.
¢ Multilevel management role-based level management secures user data confidentiality.
¢, Real-time data acquisition system ensures prompt feedbacks of data to the manager.
L
¢, CPU:Binuclear or above.
¢, Memory: 4G or above.
¢, Hardware: Available space of 10G or above. We recommend using NTFS hard disk partition as the
software installation directory.
¢, Monitor Resolution: 1024*768px or above.
@

¢, Supported Operating Systems: Windows 7/Windows 8/Windows 8.1/Windows Server 2008(32/64).
¢ Supported Databases: PostgreSQL
¢, Recommended browser version: IE 11+/Firefox 27+/Chrome 33+

? Note: You must use IE 8.0 or newer version for fingerprint registration and matching.

1.1 Brief Introduction of Personnel

Personnel primarily consists of two parts: first, Department Management settings, used to set the Company’s
organizational chart; second, Personnel Management settings, used to input personnel information, assign
departments, maintain and manage personnel.

1.2 Brief Introduction of Access Control

Access Control is a WEB-based management system which enables normal access control functions, management
of networked access control panel via computer, and unified personnel access management. The access control
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system sets door opening time and levels for registered users.

1.3 Brief Introduction of Elevator

Elevator Control is mainly used to set device parameters (such as the swiping interval for taking elevators and
elevator key drive duration), manage personnel's rights to floors and elevator control time, and supervise elevator
control events. You may set registered users' rights to floors. Only authorized users can reach certain floors within a
period of time after being authenticated.

1.4 Brief Introduction of Video

Video provides video linkage function to manage the Video Server, view the Real-Rime Video, and query the Video
Record, popup the Real-Time Video when linkage events happen.

1.5 Brief introduction of Visitor

Visitor is a web-based management system that implements entry registration, exit registration, snapshot
capturing, visitor quantity statistics, and reservation management, as well as shares information among registration
sites. It is highly integrated with the access control system and elevator control system and generally used at
reception desks and gates of enterprises, to understand and manage visitors.

1.6 Brief Introduction of System Management

System Management is primarily used to assign system users and configure the roles of corresponding modules,
manage database such as backup, initialization and recovery, and set system parameters and manage system
operation logs.
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2. System Operations

2.1 Log into the System

After the software is installed, you may double-click the
ZKBioSecurity icon to enter the system. You may also
open the recommended browser, and input the IP
address and server port in the address bar. Input
http//127.0.0.1:8088 by default.

If the software is not installed in your server, you may
input the IP address and server port in the address bar.

Enter user name and password, click [login], or click
[Fingerprint] and then press the administrator fingerprint
to enter the system.

? Note: The user name of the super user is [admin], and the password is [admin]. After the first login to the system,
please reset the password in [Personnel Information].

2.2 Personal Self-Login

Click [Personal Self-Login], the personnel can reserve visitor for themselves. The personnel must be registered in
the system. The login account and password is the personnel number and password registered in the system. The
default password is 123456. For more details about the Reservation of visitors, please refer to 6.2 Reservation.

2.3 System Panel

After logging in, the main page is displayed as follows:
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http://127.0.0.1:8088/
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